LAB 6.2.3 Managing the MAC Address Tables

Objective

‧Create a basic switch configuration.

‧Manage the switch MAC table.

Continue from Lab 2.

Step 3 Verify connectivity

a. Ping the switch IP address from the hosts. (ping 192.168.255.255)
Step 4 Record the MAC addresses of the host

a. Determine and record the layer 2 addresses of the PC network interface cards.

If running Windows 2000, check by using Start > Run > cmd > ipconfig /all.

Step 5 Determine the MAC addresses that the switch has learned

ALSwitch#show mac-address-table

b. How many dynamic addresses are there? 
c. How many total MAC addresses are there? 
d. Why are there more MAC addresses than ports on the switch?

f. Do the MAC addresses match the host MAC addresses? 
Step 7 Clear the MAC address table

ALSwitch#clear mac-address-table dynamic

Step 8 Verify the results

ALSwitch#show mac-address-table ?
Step 9 Determine the clear MAC table options

ALSwitch#clear mac-address-table ?

Step 10 Examine the MAC table again

ALSwitch#show mac-address-table

Step 11 Exit the switch

witch#exit

(Optional) Do the following only before you do not continue committing switch configurations.

Erasing and Reloading the Switch

1900 Series Switches

1. Remove VLAN Trunking Protocol (VTP) information

#delete vtp

2. Remove the switch startup configuration from NVRAM.

#delete nvram

