Practice2:
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1. wr er, or erase start-config, then reload
2. Name the routers RAA, RBB, RCC, RDD and REE

3. Set enable password to “class” and set hosts with their Ethernet IP
4. Assign all interfaces an IP according to the above topology

5. Apply RIP routing protocol, at each router show interface
6. Define on each router to allow 5 telnet sessions with password “cisco”

7. ping E from A, ping other destinations from other sources

8. Add default route on RBB to RCC
9. show ip route at each route to confirm the connectivity
10. Correct problems so that the connectivity among all interfaces is successful
11. Apply proper ACL to prevent Router A Ethernet from accessing tftp services on the LAN of router E, and allow all other traffics

12. Use a PC on the LAN of RAA and another PC on the LAN of REE to verify the block

13. Use the following commands to assign an ip for RA and RE loopback0 interface
RAA: int lo0
 
ip addr 192.168.10.1 255.255.255.255
RCC: int lo0
 
ip addr 192.168.30.1 255.255.255.255
14. Apply proper ACL so that RCCL0 cannot ping RAAL0 and allow all other traffics
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