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1. wr er  or erase start-config then reload 

2. Define hostname and ip host list

3. Assign all interfaces an IP according to the above topology.

4. Define on each router to allow 5 telnet sessions with password “cisco”

5. Apply RIP routing protocol, at each router 
show interface to check doubtable links
(check point 40% for the completion of the above steps)

6. Apply IGRP on all routers with as number 100
(check point 10% for the completion of this step)

7. Define static routes on UCF and USF to override the IGRP routes.
(check point 10% for the completion of this step)

8. On UF, check the connectivity paths to USF; on UNF, check the path it takes to UCF.
(check point 10% for the completion of this step, or when time is up)

9. Assume an FTP server with ip 34.34.0.10.  Add ACL(s) so that the networks on the left side of FSU, including 16.16.0.0/15, cannot access the ftp server and the pool of 34.34.0.0/15 cannot access Lo0 of UNF.  Allow all other traffics. (30% for the completion of this step)

show ip route   sh run   ping   telnet   trace   sh int   sh ver
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